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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to update solution #12 to resolve the Editor’s note and clarify the AF requested information.
1 Discussion
1) It is proposed to update the solution to resolve the following EN:
Editor's note: How to determine the EAS load information by the NWDAF is FFS.
The NF load analytics can be performed based on the information collected from NRF and OAM by NWDAF, and the output analytics includes NF load, NF resource usage etc., as specified in clause 6.5.2 of TS 23.288, as follows: 
“For the purpose of NF load analytics, the NWDAF may collect the information as listed in Table 6.5.2-1 for the relevant NF instance(s).
[bookmark: _CRTable6_5_21]Table 6.5.2-1: Data collected by NWDAF for NF load analytics
	Information
	Source
	Description

	NF load
	NRF
	The load of specific NF instance(s) in their NF profile as defined per TS 29.510 [18].

	NF status
	NRF
	The status of a specific NF instance(s) (registered, suspended, undiscoverable) as defined per TS 29.510 [18].

	NF resource usage
	OAM
	The usage of assigned virtual resources currently in use for specific NF instance(s) (mean usage of virtual CPU, memory, disk) as defined in clause 5.7 of TS 28.552 [8].

	NF resource configuration
	OAM
	The life cycle changes of specific NF resources (e.g. NF operational or interrupted during virtual/physical resources reconfiguration) as defined in clause 5.2 of TS 28.533 [19].



……
The NF load statistics information are defined in Table 6.5.3-1. NF load predictions information are defined in Table 6.5.3-2.
[bookmark: _CRTable6_5_31]Table 6.5.3-1: NF load statistics
	Information
	Description

	List of resource status (1..max)
	List of observed load information for each NF instance along with the corresponding NF id / NF Set ID (as applicable).

	> NF type
	Type of the NF instance.

	> NF instance ID
	Identification of the NF instance.

	> NF status (NOTE 1)
	The availability status of the NF on the Analytics target period, expressed as a percentage of time per status value (registered, suspended, undiscoverable).

	> NF resource usage (NOTE 1)
	The average usage of assigned resources (CPU, memory, disk).

	> NF load (NOTE 1)
	The average load of the NF instance over the Analytics target period.

	> NF peak load (NOTE 1)
	The maximum load of the NF instance over the Analytics target period.

	> NF load (per area of interest) (NOTE 1, NOTE 2)
	The average load of the NF instances over the area of interest.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of accuracy per analytics subset".
NOTE 2:	Applicable only to AMF load based on Input data in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5.



[bookmark: _CRTable6_5_32]Table 6.5.3-2: NF load predictions
	Information
	Description

	List of resource status (1..max)
	List of predicted load information for each NF instance along with the corresponding NF id / NF Set ID (as applicable)

	> NF type
	Type of the NF instance

	> NF instance ID
	Identification of the NF instance

	> NF status (NOTE 1)
	The availability status of the NF on the Analytics target period, expressed as a percentage of time per status value (registered, suspended, undiscoverable)

	> NF resource usage (NOTE 1)
	The average usage of assigned resources (CPU, memory, disk) 

	> NF load (NOTE 1)
	The average load of the NF instance over the Analytics target period 

	> NF peak load (NOTE 1)
	The maximum load of the NF instance over the Analytics target period

	> Confidence
	Confidence of this prediction

	> NF load (per area of interest) (NOTE 1, NOTE 2)
	The predicted average load of the NF instances over the area of interest.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of accuracy per analytics subset".
NOTE 2:	Applicable only to AMF load based on Input data in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5.



Observation: The AF load can be determined and provided by NWDAF based on existing mechanism.
Proposal: The AF load provided by NWDAF can be used as EAS load for EAS selection (e.g. the AF and EAS(es) are located at the same EHE, and AF is on behalf of one or more EAS(es)).

2) In the clause 6.12.4, the following impact on AF is not correct. 
“Provides the N6 delay and EAS load for EAS discovery".”
As discussed in 1), the EAS load is provided by NWDAF. As described in step 3 of the procedure, the N6 delay is measured by UPF or provided by NWDAF. So both of them are not provided by AF. 
In addition, as described in step 1 of clause 6.12.3.1: 
“The AF request may include Indication for N6 delay based EAS discovery, Indication for EAS load based EAS discovery.”
Therefore, a new impact on AF should be added:
“Provides “Indication for N6 delay based EAS discovery” and “Indication for EAS load based EAS discovery” via AF request.”
2	Proposal
[bookmark: _GoBack]It is proposed to agree the following changes in clause 6.12 of TR 23.700-49.
               ******* start of 1st change ********
[bookmark: _Toc160521027][bookmark: _Toc161389126]6.12	Solution #12: NWDAF and SMF-based EAS and local UPF (re)selection
[bookmark: _Toc161389127]6.12.1	Key Issue mapping
The following solution corresponds to the key issue key issue #2 on enhancement of EAS and local UPF (re)selection.
[bookmark: _Toc161389128]6.12.2	Description
The AF may request EAS discovery based on N6 delay and/or EAS load. The SMF determines the N6 delay between each candidate PSA UPF and EAS via indicating PSA UPF to report the N6 delay measurements or receives delay analysis information from NWDAF, or determines the EAS load based on the information received from NWDAF. The SMF selects a target EAS and a local PSA UPF based on the determined N6 delay and/or EAS load, and indicates the selected EAS IP address to EASDF via DNS message handling rule.
[bookmark: _Toc43317513][bookmark: _Toc43374985][bookmark: _Toc43375446][bookmark: _Toc43801970][bookmark: _Toc43806236][bookmark: _Toc43806543][bookmark: _Toc160521028][bookmark: _Toc161389129]6.12.3	Procedures
[bookmark: _Toc160521029][bookmark: _Toc161389130]6.12.3.1	NWDAF and SMF-based EAS and local UPF (re)selection 


Figure 6.12.3.1-1: Procedure for NWDAF and SMF-based EAS and local UPF (re)selection
1.	[Optional] The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [3] is used to request EAS discovery based on N6 delay and/or EAS load. The AF request may include Indication for N6 delay based EAS discovery, Indication for EAS load based EAS discovery. In step 5 of figure 4.3.6.2-1 of TS 23.502 [3], the PCF creates PCC rule with Indication for N6 delay based EAS discovery, Indication for EAS load based EAS discovery.
2.	The UE triggers PDU session establishment procedure and sends DNS query to EASDF, and EASDF retrieves the DNS response (including EAS information, e.g. one or more EAS IP addresses) from DNS server and notifies the DNS message reporting to SMF as shown in step 1-15 of figure 6.2.3.2.2-1.
3.	Based on the local policy or PCC rule received from PCF in step 2, the SMF determines the N6 delay or EAS load should be taken into consideration for EAS and local UPF selection.
	Based on EAS information received from the EASDF in Neasdf_DNSContext_Notify of step 2 and other UPF selection criteria, the SMF determines one or more candidate PSA UPF(s). The SMF also receives one or more candidate EAS(s) as indicated in EAS information.
	The SMF determines the N6 delay between each candidate PSA UPF and EAS via following step 3a and/or 3b, and SMF may receive EAS load via step 3b.
3a.	[Optional] The procedure described in clause 6.12.3.2 is triggered to perform N6 delay measurement and reporting. The SMF sends Session Reporting Rule to each candidate PSA UPF, which includes the EAS information to indicate the PSA UPF to report the N6 delay (between PSA UPF and EAS) measurements.
	The UPF measures the UL and/or DL N6 delay (e.g. via RTT measurement) and sends N4 Session Report to SMF to report the N6 delay measurements. The SMF responds with an N4 session report ACK message.
3b.	[Optional] The SMF sends Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe to request NWDAF to provide delay (e.g. UL/DL Average Packet Delay) and/or EAS load. The SMF receives the delay and/or EAS load from NWDAF via Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
	For the N6 delay case:
	The request sent by SMF includes Analytics ID = "DN Performance", Analytics Filter Information = Application Server Address(es) (i.e. list of EAS IP addresses receives in step 2), Target of Analytics Reporting= SUPI of target UE, a list of analytics subsets are requested = "Average Packet Delay" and/or "Maximum Packet Delay". The response sent by NWDAF includes "Average Packet Delay" and/or "Maximum Packet Delay". The procedure described in clause 6.14.4 of TS 23.288 [6] is used.
	Then the SMF determines the UL/DL N6 delay by subtracting the UL/DL PDB (delay between UE and PSA UPF) from UL/DL Average Packet Delay (delay between UE and EAS).
	For the EAS load case:
	The request sent by SMF includes Analytics ID = "NF load information", Analytics Filter Information = AF ID(s) (e.g. determines the AF ID based on the list of EAS IP addresses receives in step 2 and the EAS deployment information), Target of Analytics Reporting= SUPI of target UE, a list of analytics subsets are requested = "NF load" and/or "NF resource usage". The response sent by NWDAF includes "NF load" and/or "NF resource usage". The procedure described in clause 6.5.4 of TS 23.288 [6] is used.
NOTE:	The AF is on behalf of EAS to provide EAS load.The AF load provided by NWDAF can be used as EAS load for EAS selection (e.g. the AF and EAS(es) are located at the same EHE, and AF is on behalf of one or more EAS(es)).
4.	The SMF selects an EAS and a local PSA UPF based on the N6 delay and/or EAS load determined in step 3a and/or 3b.
5.	The SMF inserts the Local PSA UPF.
6a.	The SMF sends the updated DNS message handling rule to EASDF via Neasdf_DNSContext_Update Request. The DNS message handling rule includes the selected EAS IP address.
6b.	The EASDF responds with Neasdf_DNSContext_Update Response.
7.	The EASDF sends the DNS Response with selected EAS IP address to the UE as indicated in the DNS message handling rule.
[bookmark: _Toc160521030][bookmark: _Toc161389131]6.12.3.2	N6 delay measurement and reporting


Figure 6.12.3.2-1: procedure for N6 delay measurement and reporting
The steps 1-2 of Figure 6.12.3.1-1 are performed.
1.	TSMF sends the N4 message to the PSA UPF with the EAS information (e.g. list of EAS IP addresses), which indicates the PSA UPF to measure the N6 delay between the UPF and each EAS.
2.	The UPF receives the N4 request, and then it generates ICMP Echo message [8] and sends it to EAS.
NOTE:	By configuration, the UPF knows the EAS support the ICMP.
3.	The UPF receives the ICMP Echo response [y] from EAS and measures the time that elapses between the transmission of Request message and the reception of Response message. The PSA UPF computes an accumulated packet delay by adding RTT/2 and processing time (if available).
4.	The UPF reports the N6 delay to SMF via N4 report.
[bookmark: _Toc161389132]6.12.4	Impacts on services, entities and interfaces
SMF:
1.	Determines the N6 delay or EAS load should be taken into consideration for EAS and local UPF selection based on local policy or PCC rule.
2.	Determines one or more candidate PSA UPF(s) and EAS(s), and configures PSA UPF to report the N6 delay between each candidate PSA UPF and EAS, and/or retrieves delay information or EAS load from NWDAF.
3.	Selects a target EAS and a local PSA UPF based on the determined N6 delay and/or EAS load, and indicates the selected EAS IP address to EASDF via DNS message handling rule.
4.	Determines the UL/DL N6 delay by subtracting the UL/DL PDB (delay between UE and PSA UPF) from UL/DL Average Packet Delay (delay between UE and EAS).
UPF:
1.	Measures and reports the N6 delay (between PSA UPF and EAS).
NWDAF:
1.	Provides analytics/predictions on the EAS load information.
Editor's note:	How to determine the EAS load information by the NWDAF is FFS.
AF:
1.	Provides the N6 delay and EAS load for EAS discovery".
1.	Provides “Indication for N6 delay based EAS discovery” and “Indication for EAS load based EAS discovery” via AF request.

                       ******* End of 1nd change ********
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